Exploring a new business model for lending processes in the banking sector using Blockchain technology: An Italian case study
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Abstract. Blockchain is a decentralized information technology (IT) architecture that has garnered significant attention across various sectors of the global economy. In the banking sector, blockchain was initially used for cryptocurrency trading and later expanded to encompass smart contracts, peer-to-peer transactions, and other banking services. In recent years, blockchain technology (BT) has been applied to streamline less standardized credit processes and to successfully support mortgage credit through decentralized recording on ledgers. Employing a qualitative research approach, this paper proposes a novel business model for small banks that utilizes new-generation information technologies to enhance loan profitability. While previous research has linked BT to lending processes, this study is the first to propose a BT application for reshaping traditional banking practices, especially for commercial banks. The research findings demonstrate that blockchain implementation offers advantages in containing information asymmetries, managing credit rationing, and driving business innovation.
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1. INTRODUCTION

As next-generation information technologies such as big data, cloud computing, and mobile internet continue to gain popularity, society is undergoing a shift from traditional information systems to smart information systems. Bonsón and Bednárová (2019) suggest that blockchain technology (BT) is likely to play a critical role in the digital era, with significant implications for businesses and society.

BT has been widely adopted across numerous financial domains, including business services, financial asset settlement, prediction markets, and economic transactions (Casino et al., 2019). Its explosive growth and potential to disrupt the banking industry can be attributed to its data security features, use of flat money, smart contracts, digital payment capabilities, banking ledgers, and loan management schemes (AbiLab, 2020; Lardo et al., 2022; Yang et al., 2018; Peters & Panayi, 2016; Wu & Liang, 2017; Cocco et al., 2017; Gazali et al., 2017; Paech, 2017). The advent of BT has given rise to many new business models (Zhang et al., 2020; Rajnak & Puschmann, 2021) that utilize self-learning and predictive capabilities to generate personalized banking services by integrating customer knowledge with data (Larson & Chang, 2016). Security is a critical aspect of financial services, and the Internet of Things (IoT) is used in the payment, banking, and insurance industries to ensure safety and security (Mani & Chouk, 2018). Furthermore, machine learning (ML), a form of artificial intelligence (AI) technologies, helps banks serve customers faster and comply with regulatory requirements (Ji & Tia, 2022).

The Italian banking industry is grappling with several issues, including rising operational costs, an increasing number of fraudulent transactions, and difficulties in ensuring operational transparency (Kumar & Prakash, 2018). Therefore, the industry has adopted many technology-driven platforms to improve banking performance (Palmie et al., 2020). For example, Banco BPM has partnered with Cherry 106, a leading player in the credit assignment market, while Deloitte assists clients of Intesa Sanpaolo, Crédit Agricole, and Banca Mediolanum. Additionally, both Poste Italiane and Mps have developed their own document verification and support services platforms.

The application of BT has the potential to increase the transparency and traceability of banking transactions, leading to improvements in traditional banking processes.
(Frizzo-Barker et al., 2020). Accenture (2018) reports that the global banking industry can save up to $20 billion by 2023 by leveraging innovative applications of BT.

Despite its potential for cost reduction, blockchain technology still restricts more traditional methods. The initial investment required for blockchain infrastructure and development is expensive, and it may not be practical for smaller financial institutions and banks to adopt this new technology (Arora & Nabi, 2022). Another obstacle to widespread blockchain adoption is the significant consumption of resources: To slow down the access rate of new blocks and prevent blockchain network from attack, the traditional consensus process consumes a lot of resources (e.g., computing power in Proof of Work and coinage in Proof of Stake), which is too costly for resource-limited IoT devices (Cao et al., 2019).

This study contributes to the theory of technology diffusion by examining the directional path of innovation adoption. It introduces a new methodological tool for analyzing the characteristics of innovation technologies in small commercial banks. The primary contribution of this paper is the development of a novel business model for mortgage lending that demonstrates how BT can drive disintermediation in financial services and serve as a catalyst for business model innovation.

The novel business model was developed through a literature review by using a qualitative approach with the pilot interview method. The following research questions were formulated based on the literature review:

RQ1. How could a new business model make mortgage lending profitable in an environment increasingly inclined to use BT?

RQ2. Does the new business model make it possible to mitigate the information asymmetry and credit rationing between lenders and borrowers?

We carried out the qualitative research through semi-structured interviews with the CEOs/business heads of the small banks in our case study.

The paper is structured as follows: Section 2 provides a literature review, covering basic aspects and background in banking to establish the conceptual context of the issue. Section 3 explains the research methodology used. In Section 4, we discuss the findings. Finally, the conclusions are presented, along with limitations and future directions for research.
2. LITERATURE REVIEW AND BACKGROUND: BANKING SYSTEM AND BLOCKCHAIN TECHNOLOGY

The term blockchain technology (BT) was initially introduced with the definition of the Bitcoin protocol in 2008 (Nakamoto, 2008), which defined the fundamental principles of the technology. Transaction data is stored in blocks that are tightly chained together, resulting in a distributed ledger technology (DLT) in numerous copies among network nodes.

The core of BT is the shared data book on each node of the decentralized system (Yermack, 2017), as illustrated in Figure 1.
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Information is replicated across a high number of independent subjects, and the integrity and robustness of the data are ensured through a consensus algorithm that can take various forms (with Proof of Work, or PoW, being the most common). Therefore, the system’s security is not dependent on a central entity considered trustworthy but instead established through the quality of the protocol utilized by the participants.

In this protocol, the highest probability of finding a solution to the problem lies in the computing power that each miner possesses. The Proof of Stake (PoS) protocol provides an alternative to PoW that is more cost-effective in terms of time and energy resources as it ensures a distributed consensus based on participation (Chiap et al., 2019).

Blockchain can be either public or private. In the case of permissionless blockchain, each participant can read, send, and receive transactions and participate in the
consensus process as a node. In the case of a permissioned blockchain, the operator places restrictions on participation and transactions that are allowed and performed. In the latter case, it is more accurately referred to as DLT.

DLT has numerous applications and can address several core process areas of the banking industry, including payment services (intra/interbank transfers, peer-to-peer payments, value-added services with cryptocurrency, etc.), finance (trading, post-trading, collateral management, etc.), credit (finalized credit, escrow, trade finance, loyalty programs, etc.), and Know-Your-Customer (KYC) functions in anti-money laundering (AML) (Cai et al., 2019; Mengelkamp et al., 2018; Kshetri, 2017; Guo & Liang, 2016).

Other areas of operation, such as time stamping and notarization services, the supply chain area, digital autonomous insurance services, and more, are vertical applications (ECB, 2017; ESMA, 2017).

In September 2015, nine of the world’s largest banks (i.e., Barclays, Goldman Sachs, JPMorgan, State Street, UBS, Royal Bank of Scotland, Credit Suisse, BBVA, and Commonwealth Bank of Australia) joined forces with the New York–based financial technology firm R3 to create a framework for utilizing blockchain technology in the financial market (Crosby et al., 2016). The Global Payments Steering Group (GPSG), which includes UniCredit, Bank of America, and Santander, is another example of bank cooperation. XRP, created by Ripple2, is the cryptocurrency powering GPSG, enabling global payment and currency exchanges through a scalable and interoperable open-source infrastructure (Gad et al., 2022).

In May 2016, Deloitte established its first blockchain lab in Dublin; since then, three of the largest banks in Ireland have been using a blockchain solution developed by Deloitte to validate employee credentials (Bonyuet, 2020).

In recent years, banks have been adapting their operational approach to this innovative technology by participating in international consortiums and industry initiatives (Abi, 2022; Fintech, 2021). It is worth noting the Corda platform, which is a decentralized database that provides a system for representing more elements such as dates, currencies, legal entities, and financial entities like cash, issues, and transactions. Corda follows a general philosophy of reusing proven software systems and existing infrastructure where possible (Hearn and Brown, 2016).
In the 2022 ABI Lab survey (ABI, 2022) on IT research priorities, 48% of banks that responded to the survey indicated blockchain and DLT as their top priorities. When we narrow the focus to larger banks, the figure rises to 77%. Figure 2 shows the application areas in which blockchain DLT projects have been initiated in the Italian banking sector.
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The 2021 fintech survey conducted by the Bank of Italy confirms the gradual growth of investment in innovation and digitization (Banca d’Italia, 2021).

For smaller banks, it is crucial to embed their business model with the development of alternative digital products, acquire advanced yet low-cost technologies, enter the digital channels of specialized companies or establish partnerships with fintech companies. Meanwhile, the ECB’s (ECB, 2021) call to undertake a robust digital transformation and have appropriate mechanisms to ensure sustainable business models in the long term is very powerful.

According to Andoni et al. (2019), the benefits of blockchain technology include cost efficiency and revenue improvement. Banks can reduce their transaction fees and ensure better record-keeping systems with universal online identification systems. Other benefits include enhanced compliance and reduce operational risk by minimizing fraud (Umalkar, 2016). Blockchain technology can update ledgers immediately and automatically, leading to shorter timelines (Kim & Laskowski, 2018). The high-quality data eliminates the risk of errors and duplication (Martin-Bariteau, 2018), resulting in complete and reliable stored data (Reyna et al., 2018). Additionally, blockchain offers fewer regulatory controls and opportunities for
better financial infrastructure and sustainably developed efficient and secure systems (Accenture, 2018)

In summary, blockchain technology will enhance the system’s resilience by helping banks authenticate, merge, and trade economic statements, validate agreements, retain reviews, and audit tracks, and deter money laundering (EBA, 2017; ECB, 2019)

Blockchain supports the banking industry by facilitating lower fees on fund transfers and faster settlement systems through the DLT. During the COVID-19 pandemic, most people needed loans for their housing, transportation, and other personal needs. Blockchain technology has helped eliminate gatekeepers in the loan application process, resulting in lower interest rates and faster loan origination times (Kouzinopoulos et al., 2018; Cocco et al., 2017). Therefore, it is expected to change how individuals and societies interact (He, 2021).

Despite its benefits, blockchain technology’s security remains a concern due to its nature as a DLT. The critical vulnerabilities with DLT occur outside the blockchain, at endpoints where individuals and businesses access blockchain-based platforms. The need for public and private keys to access data presents a strong chance for hacker attacks to exploit the system, particularly when vendors have weak security systems (or untested/flawed code). This risk is further compounded when other partners expose blockchain credentials (Hughes et al., 2019).

From the beginning, blockchain technology has been closely tied to fintech. Peters and Panayi (2016) argue that blockchain is a Fintech 2.0 innovation that focuses on the underlying technology for the financial sector and not its application scenarios. It offers a solution to operational inefficiency, fraud and error risks, and delays in financial transactions (Kumari & Devi, 2022). They also note the potential uses of BT for credit information systems in terms of information ownership and data sharing. Similarly, MacDonald et al. (2016) argue that blockchain technology is more than a new IT application by banks. Based on financial intermediation theory and new institutional economics, the authors contend that blockchain has the potential to decentralize and disintermediate several areas of banking activity (Patel et al., 2022).

Over the past decade, various paradigms and schools (Gassmann et al., 2016) have attempted to define and explain business model innovation. The Activity System
School (also known as the IESE/Wharton School) defines a business model as a set of activities, resources, and capabilities that enable a firm to create value and capture a share of it (Zott et al., 2011). Therefore, a change in the distribution of these activities, resources, and capabilities that is aimed at creating and capturing economic value results in business model innovation. Seebacher and Maleshkova (2018), in line with the Cognitive School ideology (Baden-Fuller & Morgan, 2010), define the business model as a structural template that describes the underlying business logic for value creation and delivery.

Based on these observations, this paper proposes that blockchain technology, by facilitating disintermediation in financial services, represents a significant means for business model innovation and can help alleviate information asymmetry and credit rationing between lenders and borrowers.

3. METHODOLOGY

The methodology used in this work is the case study, which has been recognized as particularly suitable for examining how and why questions (Yin, 2017; Van Maanen, 2006; Eisenhardt, 1989). A qualitative approach was considered useful in the first step of the research, aimed at describing and interpreting the logic of the financing process. The case was chosen to fill theoretical categories and provide examples of “polar types” (Eisenhardt, 1989). As Pettigrew (1990) observed, given the limited number of cases that can typically be analyzed, it makes sense to choose cases such as extreme situations and polar types in which the process of interest is “transparently observable.” Previous studies have adopted a case study approach to present models aimed at improving the understanding of internal processes (Bisogno et al., 2015; Bruno & Iacoviello, 2020), provide evidence of a phenomenon (Azevedo et al., 2011; Akkermans & Vos, 2003), or propose conceptual frameworks useful for measuring performance (Aramyan et al., 2007). According to Domegan and Fleming (2007), qualitative research aims to explore and discover issues related to the problem at hand, as very little is known about the problem. Overall, case research provides an excellent means of studying emergent practices (Voss et al., 2002).

The chosen case study, Alfa Bank, was deemed useful, functional, and instrumental in achieving the research objective. Alfa Bank has maintained a significant presence in Italy and has played a role in promoting the country’s social and economic development through significant financing operations. The bank’s cultural
emphasis on customer and shareholder relations provides insight into aspects of innovation related to corporate and risk governance structures and corporate performance objectives (Al Kemyani et al., 2022).

A comprehensive literature review was conducted before qualitative and semi-structured interviews were carried out to identify all the relevant domains (Zomorodi & Lynn, 2010). An unstructured questionnaire was used to enable the experts to provide open-ended responses and to allow plenty of room for elaboration on the topic under investigation (Pereira & Alvim, 2015).

A set of questions was initially based on an analysis of existing literature, assuming that they would be most appropriate for understanding the benefits of implementing BT in the banking sector. Some questions were openly linked to the benefits of implementing blockchain, while others focused on the benefits of applying blockchain to traditional banking operations.

We identified experts from Alpha and its IT office who were closely associated with blockchain application initiatives. We asked these experts to participate in a pilot interview. Out of eight experts contacted, only five granted appointments to conduct semi-structured interviews. These experts have varied backgrounds: Vice-President of the Board of Directors, Chief Lending Officer and Payment Service Function, Chief Risk Manager, and a technical expert in the IT function.

We sent a two-page questionnaire in advance to ensure that all topics were covered, and the interviewees were properly prepared. The questionnaire contained the set of subjects to be covered during the interviews and indicated the specific data required. The interviews were conducted face to face at the expert’s convenience in their respective offices over the course of three afternoons and were completed by using Google Meet. All the conversations were audio-recorded and analyzed separately for further research. During the discussions, we explored issues related to the historical development of the bank, its main competitive factors, and technological infrastructural investments.

4. EMPIRICAL RESEARCH: AN ITALIAN CASE STUDY

Alpha Bank is a small bank with a territorial focus, present in North-Central Italy. Despite adverse economic factors, including the COVID-19 pandemic, the war in non-EU Eastern European countries, and restrictive monetary policies by the ECB,
Alfa made a high profit of EUR 3.7 million thanks to strategic corporate governance policies, especially in credit intermediation.

In the past two decades, Alpha has shown a strong interest in technological development and the digitization of financial transactions. Specifically, Alpha has been exploring blockchain technology for almost five years. Although it does not have a dedicated structure for the digitization of operating processes, it has put together a team of experts from all the areas of the bank to analyze the possible impacts and benefits of applying BT to financial business models, as outlined in the bank’s 2022 business plan. Regarding distribution channels, data from 2022 shows a growing use of digital services in terms of customers, products, and sales. There are approximately 10.3 million customers who use multiple channels, 6.5 million who use the banking app, and 57,600 who use the online subsidiary. Approximately 75% of the products offered are available on the multichannel platforms. Sales through remote channels, due in part to the outbreak of COVID-19, have risen to 26.4% of the total number (up from 9.2% in 2019). In parallel, the bank has continued to extend its target cybersecurity model.

In this context, BT offers an effective tool to respond to the COVID-19 emergency by allowing the sharing of real-time transaction monitoring procedures among all the concerned parties (Evans, 2018). This includes measures such as the acceleration of the use of smart working, the strengthening of infrastructures to access the market to handle high peaks in online activities, and a series of specific actions to enhance remote operations. The inherent security of the blockchain network, which is ensured by both encryption and chaining of blocks, makes it incredibly difficult to manipulate and tamper with the data entered into the ledgers. The immutable record eliminates the risk of manual errors, increases efficiency, and reduces the possibility of regulatory violations (Shah & Jani, 2018).

The mortgage lending process in the blockchain is described in Figure 3. The innovative business model involves reshaping traditional banking activities by offering prospective borrowers a tool for efficiently providing both hard and soft information and equipping prospective lenders with the tools to soundly assess creditworthiness and risk levels.
These tools are instantiated in an online-based platform, which facilitates easy digitization and codification of creditworthiness information by using AI/ML techniques (Shahbazi & Byun, 2022). This platform can be outsourced to different entities, such as an application and underwriting platform (see Figure 3).

Thus, banks that conduct credit assessment activities in consumer or P2P lending could offer their expertise and resources as a service for mortgage lending as well.

The process inputs and outputs are stored in a DLT registry, while paper documents are stored in another database where they are identified by a unique hash code. This approach allows any entity participating in the mortgage origination phase, or even the subsequent servicing, to access the same source of information.

Figure 3 proposes a new business model where the green block contains soft information. Because of their grounding in the local community, small banks hold the softest information, which makes their participation valuable to ensure the accuracy of the applicant’s creditworthiness assessment.

Once the borrower information (hard and soft) necessary for the creditworthiness assessment and relating to the property valuation has been collected and made available in digital format, an AI/ML tool makes a pre-approval decision. If the credit application is rejected, the process ends. If pre-approved, the process advances to the second phase: the loan.
While the banking system contains both soft and hard information and data, BT involves decentralization and distributed processing at the bank level, thus allowing any bank to participate in the network. Bank employees act as nodes in the network and are responsible for distributed consent. The distributed altruistic nodes in the network guarantee a reliable system, providing intelligent identity and verification of financial information for faster and more efficient creditworthiness assessment. Shared consensus ensures efficient governance and transparency in underwriting. Approved loans are cryptographically signed and remain unchanged over time as the network maintains strict control over data, classification, and reporting.

The reduction of costs, which Alpha Bank quantified at EUR 800 million, for loans contracted in calendar year 2021, had a positive impact on profitability levels. As of 31 December 2021, customer financing reached approximately EUR 402 billion (+1.7% compared with 2019), reflecting favorable business and private loan trends (+18%). This demonstrates Alpha Bank’s support for the Italian economy, accompanied by the digitization of operating processes.

However, several factors do not favor the development of blockchain technology, such as the trade-off between costs and benefits in the reengineering of processes in public administration and the creation of judicial archives. Other challenges include allocating responsibilities for implementing digital platforms and defining rules for accessing and using information by users, as well as exercising control over the correct and safe management of information.

5. DISCUSSION

By drawing on financial intermediation theory and new institutional economics, it is possible to argue that blockchain technology will decentralize and disintermediate various aspects of banking activity. Although banking itself may not fundamentally change, banks might.

We propose a model for the re-specialization of banking activity in an era of disruptive technologies. Our model extends the use of blockchain to small banks, which are often excluded from using technology platforms due to the high investment costs. The extension of the model to small banks is justified because of their strong territorial roots that enable them to have soft information, which is considered strategic for building lasting customer relationships. Their contribution could prove very useful in consolidating and expanding the information block
regarding soft information. The adoption of a blockchain system eliminates the need for trusted third parties (TTPs) such as governments, banks, and insurance companies. It enables managing exchange transactions through the use of a centralized registry designated by users to validate and record transactions in a trust-based scenario. By contrast, a blockchain system manages an exchange process by using a distributed digital ledger, where data is entered based on common rules and technology standards by a geographically distributed network of nodes in a trustless scenario. This means that information is replicated across a high number of independent parties, and data consistency is ensured through a consensus algorithm that can be of different types, the most commonly used being “proof of work.” The security of the system is not dependent on a central entity considered trustworthy but rather established by the goodness of the protocol used by the participants.

The main contribution is the creation of a more robust database system that allows banks participating in the network to modify information collectively in a decentralized manner without centralized control. Borrowers are classified into risk classes and have the same right and mode of access to transactions and default records.

The answer to the first question could be that blockchain technology is going to reduce the role of bank intermediaries, as blockchain algorithms replace the traditional role of banks and become an intermediary for facilitating smart financial transactions. Regarding credit profitability, it is expected that the connected bank systems through big data will provide a strong technology platform to offer more cryptographically secure and efficient services around the globe.

To answer the second question, we consider the single most important value-generation criteria for testing our model to be whether it improves mortgage finance accessibility for underserved segments, i.e., “False negative” applicants, whose true creditworthiness level is misjudged under the traditional system.

The proposed model would increase access to finance for three main reasons:

1. to create a connected bank system with both large and small banks participating,

2. to use relevant soft information about applicants, which is codified by sophisticated AI/ML techniques, and
3. to ensure individual lenders can directly assess the applicant’s creditworthiness. In addition, blockchain technology facilitates faster verification and authentication, thereby reducing uncertainties and improving financing efficiency. The risk-sharing benefits of establishing such an innovative system are also significant.

Regarding operational efficiency, blockchain offers several benefits, including reduced risks and costs. Some of these benefits concern:

1. Operational risk. The use of DLT, such as blockchain, reduces the risk of fraud and fraudulent transactions by using asymmetric cryptography to encrypt data. Each node in the distributed system demonstrates that the consensus algorithm can withstand outside attacks, thus guaranteeing that blockchain data cannot be falsified or counterfeited, which results in a high level of security.

2. Reputational risk. Blockchain reinforces trust and provides high data quality by offering adequate protection and control. It eliminates the risk of errors and duplication, reducing the risk of borrower complaints and adhering to the principles of banking transparency laws.

3. Anti-money laundering (AML) risk. Blockchain helps move the banking system toward greater resilience by supporting a range of activities, including:
   a. authenticating statements made by customers,
   b. validating contractual agreements,
   c. preserving audit trails.

As a result, BT discourages money laundering. Moreover, it can utilize AI and ML algorithms to prevent and detect illegal transactions by analyzing strings of data to identify signs of any illicit activity. These tools can improve transaction monitoring efficiency, and in case suspicious transactions are detected, they can be blocked pending further investigation.

4. Credit risk. BT improves the creditworthiness process, transparency, and immutability data, thereby increasing transaction speed and significantly reducing transaction costs. It also enhances collateral traceability through the use of initial and variation margins, enabling the sharing of information.
for better evaluation of changes in borrowers’ financial positions and providing better auditability and transparency. Blockchain technology eliminates ‘double data’ entry by ensuring that each transaction added to the blockchain is not reusing inputs from previous transactions.

6. CONCLUSIONS, LIMITATIONS AND FUTURE DEVELOPMENTS

In the context of data protection, BT is presented as the biggest technological innovation since the Internet. It empowers consumers and promotes greater transparency in banking operations and services. In addition, it provides inherent protection against threats to confidentiality and information integrity in a shared environment, thus alleviating perceived risks and boosting the public’s confidence in the banking system. By promoting collaboration among banks in a shared environment, BT resolves issues related to managing problematic assets and facilitates more informed decision making, effective policy implementation, and the governance of loans management processes. The combination of faster and more information-rich access, democratized control, and highly interoperable shared and secure platforms with “permissioned” access and distributed contact scripts are key elements of an innovative banking sector–wide asset management approach that can help restore investor confidence and drive industrial and economic growth. The successful implementation of the shared technology process requires a thorough technology and regulatory assessment, increased awareness of the target market, meticulous planning of human and technological resources, and solid expertise in IT. Banks deal with confidential customer information, which requires strict data protection regulations. In Italy, banks are guided by the Bank of Italy regulation and ECB guidelines on data protection and governance. Nevertheless, the Italian banking system still has a low awareness of cybersecurity, which exposes banks to data security threats and cybercrime. Traditionally, banks have not been culturally inclined to use distributed and decentralized data storage and processing systems. Therefore, it is crucial to strengthen the regulatory framework for information security and cybercrime.

Although previous research has linked blockchain technology to the mortgage lending process, this study proposes a new application of blockchain technology to reshape traditional banking activity with mortgage lending.

A limitation of our research is that it only covers the origination stage of the mortgage value chain, and the servicing of mortgage lending generated loans is not
analyzed. Additionally, the dynamics of a secondary market for mortgage-backed security shares are not explored.

As one of the few papers analyzing the application of blockchain technology to reshape the traditional credit system, this study highlights several interesting topics for future research. For example, the cost of obtaining corporate information in the blockchain platform and the possibility of incorporating collateral information from the offline world are not considered and, thus, warrant further investigation.
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